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Background:

GISFI-FRN Meeting # 5 (20th – 22nd June 2011 at Hyderabad, India) has decided to come out with a Technical report on the state of Standardization in 3GPP for the network sharing based on GERAN (GSM/EDGE) Networks. The report was planned to be prepared by GISFI member experts based on the relevant 3GPP specification and to be submitted to the Indian Telecom organizations like TEC/DoT/TRAI, for its suitable consideration for framing up suitable policy with regard to GSM based Mobile Network sharing in India. The report has been prepared and being put up for approval in  GISFI-FRN Meeting # 6 (27th – 29th September 2011 at Neemrana, India). The report is included here. 
1. Proposal:
It is proposed to discuss and approve the technical report and for necessary submission to TEC/DoT/TRAI.
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Foreword

This Technical Report has been produced by GISFI.

The contents of the present document are subject to continuing work within the Technical Working Group (TWG) and may change following formal TWG approval. Should the TWG modify the contents of the present document, it will be re-released by the TWG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x	the first digit:

1	presented to TWG for information;

2	presented to TWG for approval;

3	or greater indicates TWG approved document under change control.

y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z	the third digit is incremented when editorial only changes have been incorporated in the document.

[bookmark: _Toc436619239][bookmark: _Toc451844169][bookmark: _Toc466346613][bookmark: _Toc466352930][bookmark: _Toc496418245][bookmark: _Toc303093406]Introduction

Future Radio Network (FRN) Working Group of Global ICT Standardization Forum for India (GISFI), in its Hyderabad, India,  meeting held during 20th – 22nd June 2011 has decided to come out with a Technical report on the state of Standardization in 3GPP for the network sharing based on GERAN (GSM/EDGE) Networks. The report was planned to be prepared by GISFI member experts based on the relevant 3GPP specification and to be submitted to the Indian Telecom organizations like TEC/DoT/TRAI, for its suitable consideration for framing up suitable policy with regard to GSM based Mobile Network sharing. 

Network sharing is a way for operators to share the heavy deployment costs for mobile networks, especially in the roll-out phase. In the current mobile telephony marketplace, functionality that enables various forms of network sharing is becoming more and more important. 

Yet another justification for achieving Network Sharing based on GERAN Networks is 900 MHz spectrum re-farming to other RATs where the operators would require to reduce GSM capacity and therefore to share their GSM networks with the most efficient and suitable (GE)RAN sharing methods. MOCN (Multiple-Operator Core Network) is considered as most suitable RAN Sharing method in this respect.

These aspects have not really been addressed before Release 6 in 3GPP UTRAN based access networks, before Release 8 in 3GPP E-UTRAN based access networks and before Release 10 in 3GPP GERAN based access networks, although there has been functionality that supports a very basic type of network sharing since the Release 5 versions of the 3GPP specifications. The basic type of  network sharing mechanism provide a little benefit of the network sharing therefore it was felt necessary to evolve specifications for the network sharing of 3GPP based networks to avail maximum benefits.  

To cope with 3GPP pre-Release 6 UTRAN UEs and with 3GPP GERAN UEs, this specification describes extra functionality for MSCs, SGSNs, BSCs and RNCs in order to provide network sharing functionality to "non-supporting UEs".

The GERAN capable UEs are: "non-supporting UEs", as no modification is introduced in the Radio Interface for GERAN network sharing (no PLMNs List broadcast on the Radio Interface).

Scenarios and user requirements are described in TR 22.951 [1], while the current document presents the stage 2 details and descriptions of how these requirements are supported in a 3GPP GERAN, UTRAN and/or E-UTRAN based network.

The methods for supporting UE’s are being standardized in ongoing Release 11.



[bookmark: _Toc374930449][bookmark: _Toc436619240][bookmark: _Toc451844170][bookmark: _Toc466346614][bookmark: _Toc466348847][bookmark: _Toc466352954][bookmark: _Toc472222521][bookmark: _Toc303093407]1	Scope

The present document captures the technical understanding of GISFI members with respect to the state of current 3GPP specification with respect to network sharing based on GERAN.

[bookmark: _Toc303093408][bookmark: _Toc345380207][bookmark: _Toc345380386][bookmark: _Toc345380471][bookmark: _Toc345380556][bookmark: _Toc345380641][bookmark: _Toc345381581][bookmark: _Toc345381745][bookmark: _Toc345381882][bookmark: _Toc345382327][bookmark: _Toc345382412][bookmark: _Toc345382518][bookmark: _Toc345382679][bookmark: _Toc345382764][bookmark: _Toc345383038][bookmark: _Toc345383210][bookmark: _Toc345383881][bookmark: _Toc345384166][bookmark: _Toc345384747][bookmark: _Toc345384951][bookmark: _Toc345386032][bookmark: _Toc345405368][bookmark: _Toc345405529][bookmark: _Toc345405614][bookmark: _Toc345405699][bookmark: _Toc345405784][bookmark: _Toc345406134][bookmark: _Toc345406482][bookmark: _Toc345406567][bookmark: _Toc345406652][bookmark: _Toc345406737][bookmark: _Toc345407059][bookmark: _Toc345409493][bookmark: _Toc345409603][bookmark: _Toc345409688][bookmark: _Toc345410484][bookmark: _Toc345410569][bookmark: _Toc345735801][bookmark: _Toc345736120][bookmark: _Toc345736205][bookmark: _Toc351282503][bookmark: _Toc374930453][bookmark: _Toc436619244][bookmark: _Toc451844174][bookmark: _Toc466346616][bookmark: _Toc466348849][bookmark: _Toc466352956][bookmark: _Toc472222523][bookmark: _Toc374930450][bookmark: _Toc436619241][bookmark: _Toc451844171][bookmark: _Toc466346615][bookmark: _Toc466352932][bookmark: _Toc496418247]2	References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

 [1]	3GPP TS 23.251 v10.0.0 (2010-12): "Network Sharing: Architecture and Functional Description".

[2]	3GPP TR 22.951: "Service Aspects and Requirements for Network Sharing".

[3]	3GPP TS 44.018: "Radio Resource Control RRC Protocol Specification".

[4]	CR (TSG Doc. SP-100693: “CR to incorporate network sharing for GERAN in MOCN mode”

[bookmark: _Toc303093409]3	Definitions, symbols and abbreviations

[bookmark: _Toc374930454]Delete from the above heading those words which are not applicable.

[bookmark: _Toc436619245][bookmark: _Toc451844175][bookmark: _Toc466346617]Clause numbering depends on applicability and should be renumbered accordingly.

[bookmark: _Toc303093410][bookmark: _Toc466348850][bookmark: _Toc466352957][bookmark: _Toc472222524]3.1	Definitions

For the purposes of the present document, the following terms and definition below apply. Terms and definitions not defined below can be found in TR 21.905 [2].

Conventional network: A PLMN consisting of radio access network and core network, by which only one serving operator provides services to its subscriber. Subscribers of other operators may receive services by national or international roaming.

Common PLMN: The PLMN-id indicated in the system broadcast information as defined for conventional networks, which non-supporting UEs understand as the serving operator.

Core network operator: An operator that provides services to subscribers as one of multiple serving operators that share at least a radio access network. Each core network operator may provide services to subscriber of other operators by national or international roaming.

Gateway Core Network: A network sharing configuration in which parts of the core network (MSCs/SGSNs/MMEs) are also shared.

Multi-Operator Core Network: A network-sharing configuration in which only the RAN is shared.

Non-supporting UE: A UE that does not support network sharing in the sense that it ignores the additional broadcast system information that is specific for network sharing in case of 3GPP UTRAN. In case of 3GPP GERAN based network sharing, no additional broadcast system information is sent and all GERAN UEs are non-supporting UEs. In other specifications, the term "network sharing non-supporting UE" may be used.

Supporting UE: A UE that supports network sharing in the sense that it is able to select a core network operator as the serving operator within a shared network. In other specifications, the term "network sharing supporting UE" may be used.

[bookmark: _Toc374930455][bookmark: _Toc436619247][bookmark: _Toc451844177][bookmark: _Toc466346618][bookmark: _Toc466348851][bookmark: _Toc466352958][bookmark: _Toc472222525][bookmark: _Toc303093411][bookmark: _Toc345380208][bookmark: _Toc345380387][bookmark: _Toc345380472][bookmark: _Toc345380557][bookmark: _Toc345380642][bookmark: _Toc345381582][bookmark: _Toc345381746][bookmark: _Toc345381883][bookmark: _Toc345382328][bookmark: _Toc345382413][bookmark: _Toc345382519][bookmark: _Toc345382680][bookmark: _Toc345382765][bookmark: _Toc345383039][bookmark: _Toc345383211][bookmark: _Toc345383882][bookmark: _Toc345384167][bookmark: _Toc345384748][bookmark: _Toc345384952][bookmark: _Toc345386033][bookmark: _Toc345405369][bookmark: _Toc345405530][bookmark: _Toc345405615][bookmark: _Toc345405700][bookmark: _Toc345405785][bookmark: _Toc345406135][bookmark: _Toc345406483][bookmark: _Toc345406568][bookmark: _Toc345406653][bookmark: _Toc345406738][bookmark: _Toc345407060][bookmark: _Toc345409494][bookmark: _Toc345409604][bookmark: _Toc345409689][bookmark: _Toc345410485][bookmark: _Toc345410570][bookmark: _Toc345735802][bookmark: _Toc345736121][bookmark: _Toc345736206][bookmark: _Toc351282504]3.2	Symbols

For the purposes of the present document, the following symbols apply:

[bookmark: _Toc436619011][bookmark: _Toc436619248][bookmark: _Toc451844178][bookmark: _Toc374930456]Symbol format (EW)

<symbol>	<Explanation>



[bookmark: _Toc303093412][bookmark: _Toc436619249][bookmark: _Toc451844179][bookmark: _Toc466346619][bookmark: _Toc466348852][bookmark: _Toc466352959][bookmark: _Toc472222526]3.3	Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [2] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [2].

BSC	Base Station Controller

CN	Core Network

E-UTRAN	Evolved Universal Terrestrial Radio Access Network

eNodeB	E-UTRAN NodeB

GERAN	GSM/EDGE Radio Access Network

GUTI	Globally Unique Temporary Identity

GWCN	Gateway Core Network

HLR	Home Location Register

MCC	Mobile Country Code

MME	Mobility Management Entity

MNC	Mobile Network Code

MOCN	Multi-Operator Core Network

MSC	Mobile Switching Centre

PLMN	Public Land Mobile Network

RNC	Radio Network Controller

SGSN	Serving GPRS Support Node

TMSI	Temporary Mobile Subscriber Identity

UE	User Equipment

UTRAN	Universal Terrestrial Radio Access Network

VLR	Visitor Location Register

[bookmark: _Toc303093413][bookmark: _Toc466352960][bookmark: _Toc472222527][bookmark: _Toc436619014][bookmark: _Toc436619251][bookmark: _Toc451844181][bookmark: _Toc466346620][bookmark: _Toc466348853]4	General Description

[bookmark: _Toc280369137][bookmark: _Toc303093414]4.1	Overview

A network sharing architecture shall allow different core network operators to connect to a shared radio access network. The operators do not only share the radio network elements, but may also share the radio resources themselves. In addition to this shared radio access network the operators may or may not have additional dedicated radio access networks, like for example, 2G radio access networks. There are two identified architectures to be supported by network sharing. They are shown in the figures below.

In both architectures, the radio access network is shared. Figure 1 below shows reference architecture for network sharing in which also MSCs and SGSNs are shared. This configuration will be referred to as a Gateway Core Network (GWCN) configuration.





Figure 1: A Gateway Core Network (GWCN) configuration for network sharing. 
Besides shared radio access network nodes, the core network operators also 
share core network nodes

Figure 2 below shows the reference architecture for network sharing in which only the radio access network is shared, the Multi-Operator Core Network (MOCN) configuration.





Figure 2: A Multi-Operator Core Network (MOCN) in which multiple CN nodes are 
connected to the same RNC and the CN nodes are operated by different operators

The UE behaviour in both of these configurations shall be the same. No information concerning the configuration of a shared network shall be indicated to the UE.

For the Evolved Packet System, only the PS domain of the above figures is relevant. For E‑UTRAN access Figures 1 and 2 both apply but with the MME replacing the SGSN, the eNodeB replacing the RNC, and the S1 reference point replacing the Iu interface.

For GERAN access, only MOCN applies (Figure 2) but with the BSC replacing the RNC and the A/Gb-Interface replacing the Iu interface. Furthermore, supporting UEs do not apply for GERAN, as no modification is introduced in the UEs for GERAN network sharing.

[bookmark: _Toc248206142][bookmark: _Toc303093415]4.2  	Broadcast system information for network sharing

Each cell in shared radio access network shall in the broadcast system information include information concerning available core network operators in the shared network. The available core network operators shall be the same for all cells of a Location Area in a shared UTRAN or GERAN network. The available core network operators shall be the same for all cells of a Tracking Area in a shared E‑UTRAN network. A supporting UE decodes the broadcast system information and takes the information concerning available core network operators into account in network and cell (re-)selection procedures. Broadcast system information is specified in TS 44.018 [13] for GERAN, TS 25.331 [3] for UTRAN and TS 36.331 [11] for E‑UTRAN.

For GERAN, as only non supporting UEs are considered, the information concerning available core network operators are never broadcast.

[bookmark: _Toc248206143][bookmark: _Toc303093416]4.2.1	Network selection in a shared network

[bookmark: _Toc248206144][bookmark: _Toc303093417]4.2.1.1	Behaviour of supporting UEs (UTRAN and E-UTRAN)

[bookmark: _Toc248206145]A supporting UE decodes the broadcast system information to determine available core network operators in the shared network. The UE regards both the core network operators indicated in the broadcast system information and conventional networks as individual networks. The core network operators together with all conventional networks are candidate PLMNs for the PLMN selection procedure that shall be performed by the UE as specified in TS 23.122 [4].

In UTRAN, non-supporting UEs use the broadcast "common PLMN-id" in their PLMN (re)selection processes. For UTRAN, a supporting UE shall use the PLMN-ids that are broadcast in the Multiple PLMN ID List information element.

For E‑UTRAN, the UE uses all of the broadcast PLMN-ids in its PLMN (re) selection processes.

[bookmark: _Toc303093418]4.2.1.2	Behaviour of non-supporting UEs (GERAN, UTRAN)

Non-supporting UEs ignore the broadcast system information that is relevant for network sharing. The common PLMN together with all conventional networks are candidate PLMNs for the PLMN selection procedure that shall be performed by the UE as specified in TS 23.122 [4].



[bookmark: _Toc248206146][bookmark: _Toc303093419]4.2.2	Assignment of core network operator and core network node

When a UE performs an initial access to a shared network, one of available CN operators shall be selected to serve the UE. For non-supporting UEs, the shared network selects an operator from the available CN operators. For supporting UEs, the selection of core network operator by the UE shall be respected by the network. Supporting UEs inform the RNC/eNodeB of the network identity of the chosen core network operator.

In a UTRAN GWCN configuration, the RNC relays the chosen network identity to the shared core network node. In E‑UTRAN GWCN, the eNodeB always relays the chosen network identity to the shared MME.

In a MOCN configuration, the RAN routes the UE's initial access to the shared network to one of the available CN nodes. Supporting UEs shall inform the RAN of the chosen core network operator so that the RAN can route correctly. For non-supporting UEs the shared network selects an operator from the available CN operators. A redirection to another CN operator may be required for non-supporting UEs until an operator is found that can serve the UE. Redirection is described in clause 7.1.4.

After initial access to the shared network the UE does not change to another available CN operator as long as the selected CN operator is available to serve the UE's location. Only the network selection procedures specified in TS 23.122 [4] may cause a reselection of another available CN operator. . Also the network does not move the UE to another available CN operator, e.g. by handover, as long as the selected CN operator is available to serve the UE's location. Furthermore the UE does not change to another CN node as long as the selected CN node is available to serve the UE's location.

In UTRAN, when the network signals location/routing area identities to supporting UEs, e.g. in location updating accept messages, these identities shall contain the chosen core network operator identity. For non-supporting UTRAN UEs, they shall contain the common PLMN. The UE stores the received LAI/RAI on the SIM/USIM, as already specified in TS 24.008 [7].

In E‑UTRAN, the chosen core network operator identity is included in the GUTI in e.g. the Attach Accept message. The UE shall store the received GUTI on the USIM according to the rules specified in TS 24.301 [12].

In GERAN, all UEs are non-supporting UEs and only the common PLMN is signalled by the network to the UE.

[bookmark: _Toc248206147][bookmark: _Toc303093420]4.2.3	PS and CS domain registration coordination in UTRAN and GERAN

In conventional networks, the same CN operator always serves the UE in CS and PS domains. In a shared network, supporting UEs shall behave as UEs in conventional networks with respect to registration with CS and PS domains. For non-supporting UEs, the Gs interface may be configured to guarantee that the same CN operator serves the subscriber in CS and PS domains.

Alternatively, in networks not using Gs the RNC/BSC may for non-supporting UE's coordinate that the CS and PS registrations for a given subscriber are always sent to the same CN operator. In that case RNC/BSC based coordination of PS and CS domain registration is configured in CN nodes and RNC/BSC. When a CN node receives a registration from a subscriber with a non-supporting UE having a P-TMSI/TMSI not belonging to the pool, and no IMSI is provided by RNC/BSC, it returns a Reroute Command message to the RNC/BSC (according to clause 7.1.4 "Non-supporting UEs in a MOCN configuration") with an indication that it is for coordination purposes. The coordination is done in the RNC/BSC (without memorising IMSI information for IDLE mode UEs), e.g. uses a fixed split of IMSI ranges or IMSI hash table between operators. The coordination may result in that the registration is sent back to the same CN node or CN operator again.

A network should not be configured to use RNC/BSC coordination when Gs interface is in use.

[bookmark: _Toc248206157]

[bookmark: _Toc303093421]5.	 Functional Description

[bookmark: _Toc303093422]5.1	MSC functions

When a UE accesses an MSC the first time, i.e. when there is no VLR entry for this UE, the MSC verifies whether the UE belongs to one of the operators sharing the MSC or their roaming partners. For that purposes the MSC derives the IMSI from another MSC/VLR or from the UE. The MSC determines a serving CN operator unless the old MSC/VLR or the UE have indicated a core network operator. The MSC/VLR shall also store the identity of the serving core network operator.

In case of a MOCN configuration, an MSC may not able to provide service to the UE. The UE may then have to be redirected to a MSC of another core network operator. The MSC/VLR that finally serves the UE assigns a NRI to the UE. This will allow the RAN to route any subsequent UE accesses the to the serving MSC/VLR.

For supporting UEs, i.e. when a selected core network operator has been indicated to the MSC by the RNC/BSC, the MSC indicates the selected core network operator PLMN-id in the LAI signalled to the UE in dedicated signalling.

For sharing scenarios with both E-UTRAN and GERAN/UTRAN access, where the network also applies idle-mode signalling reduction (see TS 23.401 [9]), the contents of the SNA Access Information IE (see TS 25.413 [13]) provided by the MSC to the RNC/BSC for a specific UE guides the target PLMN selection if the UE’s registered PLMN is not available in the target cell. The SNA Access Information IE should be configured such that for any target cell there is only one PLMN-ID that can be selected for the cell. 

Also, for the above scenario, in the routing areas and tracking areas between which ISR may be activated the “equivalent PLMNs” list provided by the SGSN, MSC and MME to a UE (see TS 23.008 [7]) should result in a single consistent “equivalent PLMNs” list stored by the UE. The single “equivalent PLMNs” list applies to all the UE’s registered routing areas, location areas and tracking areas.

In case of relocation to a GWCN or a MOCN:

-	There is no functionality in the source MSC to select a target core network operator or to modify the target core network operator selected by the RNC/BSC.

-	If the source MSC has the capability to indicate the core network operator selected by the source RNC/BSC to the target MSC, the source MSC shall forward the selected core network operator chosen by the source RNC/BSC to the target MSC, which relays this information unchanged to the target RNC/BSC so that the appropriate PLMN-id can be signalled to the UE in dedicated system information signalling, as described in clause 5.2.

[bookmark: _Toc303093423][bookmark: _Toc248206165]6.	Example signalling flows

[bookmark: _Toc280369160][bookmark: _Toc303093424][bookmark: _Toc248206166]6.1   GERAN Based MOCN Configuration for Non-supporting UEs 

An example of an information flow for redirection in GERAN is shown below. For GERAN, all UEs are non-supporting UEs.

In this example an attach request from a non-supporting UE is directed to two different CN operators. The first CN operator rejects since it has no roaming agreement with the subscribers Home PLMN. The second CN operator accepts and completes the attach request. The different "MSC/SGSNs" in the example below shall be seen as different CN operators. One specific CN operator may also have several pooled MSCs/SGSNs connected to the BSC if A/Gb-Flex is used.

Separate call flows are shown for CS domain and for PS domain. 





Figure 6: Information flow for redirection in GERAN (CS domain)

1)	The RRC connection is established.

2)	BSC receives the Layer 3 message from an UE. The BSC is configured to work in a Shared RAN MOCN, and therefore it forwards the message in a Complete Layer 3 Information message with an additional redirect attempt flag set. The flag indicates that the MSC shall respond to the attach request with a Reroute Command message  to inform the BSC that a redirection to another CN has to be performed. The selection of CN node is based on NRI (valid or invalid) or by random selection. The same mechanism as defined for A-Flex in TS 23.236 [8] is used.

3)	The MSC receives the Complete Layer 3 Information message with the redirect attempt flag set. It then knows it may have to provide the BSC with a Reroute Command message.

4)	The MSC needs the IMSI of the UE. It is retrieved either from old MSC or from the UE as in this example. By comparing the IMSI with the roaming agreements of the CN operator, the MSC A discovers that roaming is not allowed or that roaming is allowed but CS/PS coordination required. Attach procedure is aborted.

5)	A Reroute Command message is sent back to the BSC with the attach reject message and the original attach request message received from the UE. The IMSI is also included in the message, plus a reject cause code to the BSC.

The signalling connection between BSC and MSC A is released. The BSC selects a MSC B in the next step. The already tried MSC A is stored in the BSC during the redirect procedure so that the same node is not selected twice.

6)	The BSC sends a new Complete Layer 3 Information to the next selected MSC B with the original  attach request message (in case of CS/PS coordination the Complete Layer 3 Information may also be sent back to the first MSC depending on the outcome of the coordination). Redirect attempt flag is set and IMSI shall also be included to avoid a second IMSI retrieval from UE or old MSC and to indicate that PS/CS domain coordination has been done in BSC (if enabled in BSC). The MSC B receiving the message starts its attach procedure.

7)	MSC B does in general support roaming for the HPLMN of the IMSI and hence authentication is done and RAN ciphering is established.

8)	MSC B updates the HLR and receives subscriber data from HLR. Subscriber data allows roaming, and the MSC B completes the attach procedure. This includes the assignment of a new TMSI with an NRI that can be used by BSC to route subsequent signalling between UE and correct MSC (A-Flex functionality). 

9)	The Attach Accept is forwarded to the UE. The UE stores the TMSI with the A-Flex NRI to be used for future signalling, even after power off. This is existing functionality.

10)	UE responds with an Attach Complete message (TMSI (re-)allocation if not already made in Attach accept).

11)	A Reroute Complete message is sent to BSC. The BSC knows that the redirect is completed and clean up any stored redirect data. 

If the BSC finds no more MSC to redirect to after receiving a Reroute Command message, it compares the cause code with cause codes from other Reroute Command messages it has earlier received for this UE. A cause code ranking is done and the "softest" cause code is chosen and the corresponding saved attach reject message is returned to the UE.

Each CN node that receives a Complete Layer 3 Information shall run its own authentication procedure. This may in some rare situations cause the UE to be authenticated more than once, however the trust-model used is that one CN operator shall not trust an authentication done by another CN operator. This will of course not be an optimal usage of radio resources, but given the rare occurrence of this, the increased signalling should not be of any significance.

During the redirect procedure the BSC keeps a timer, which corresponds to the UE timer of releasing the RR connection (20 seconds). If the BSC when receiving a Reroute Command message finds that there is not sufficient time for another redirect, further redirect attempts are stopped (for this attach request message). The UE will repeat its attach request four times (each time waiting 15 seconds before it re-establishes the RR connection for another try).





Figure 7: Information flow for redirection in GERAN (PS domain)

1)	The TBF is established.

2, 2a)	BSC receives the LLC frame with foreign [or random] TLLI =X. 

	The BSC is configured to work in a Shared RAN MOCN, and therefore it forwards the message in a BSSGP UL-UNITDATA message with an additional redirect attempt flag set. The flag indicates that the SGSN shall respond to the attach request with a BSSGP DL-UNITDATA message providing when relevant a redirection indication flag set to inform the BSC that a redirection to another CN has to be performed.

	The selection of CN node is based on NRI (valid or invalid) or by random selection. The same mechanism as defined for Gb-Flex in TS 23.236 [8] is used.

3)	The SGSN receives the BSSGP UL-UNITDATA message with the redirect attempt flag set. It then knows it may have to provide the BSC with a redirection indication flag set or a redirection completed flag set. 

4)	The SGSN needs the IMSI of the UE. It is retrieved either from old SGSN or from the UE as in this example. By comparing the IMSI with the roaming agreements of the CN operator, the SGSN A discovers that roaming is not allowed or that roaming is allowed but CS/PS coordination required. Attach procedure is aborted.

5a)	A BSSGP DL-UNITDATA message is sent back to the BSC with a redirection indication flag set containing the reject cause, the attach reject message and the original attach request message received from the UE. The IMSI is also included in the message.

The BSC selects a SGSN B in the next step. The already tried SGSN A is stored in the BSC during the redirect procedure so that the same node is not selected twice.

5b)	The BSC makes a short-lived binding between the TLLI =X and SGSN ID so that it points to SGSN B. 



6)	The BSC sends a new BSSGP UL-UNITDATA to the next selected SGSN B with the original attach request message (in case of CS/PS coordination the BSSGP UL-UNITDATA may also be sent back to the first SGSN depending on the outcome of the coordination). Redirect attempt flag is set and IMSI shall also be included to avoid a second IMSI retrieval from UE or old SGSN and to indicate that PS/CS domain coordination has been done in BSC (if enabled in BSC). The SGSN B receiving the message starts its attach procedure.

7)	SGSN B does in general support roaming for the HPLMN of the IMSI and hence authentication is done and RAN ciphering is established. 

	Uplink LLC frames shall be routed to SGSN B despite the NRI of the TLLI=X pointing to SGSN A.

8)	SGSN B updates the HLR and receives subscriber data from HLR. Subscriber data allows roaming, and the SGSN B completes the attach procedure. This includes the assignment of a new P-TMSI with an NRI that can be used by BSC to route subsequent signalling between UE and correct SGSN (Gb-Flex functionality). 

9)	A BSSGP DL-UNITDATA Attach accept message is sent to BSC with the redirection completed flag set . The BSC knows that the redirect is finished and can both forward the Attach Accept message to the UE and clean up any stored redirect data.

10)	The Attach Accept is forwarded to the UE. The UE stores the P-TMSI with the Gb-Flex NRI to be used for future signalling, even after power off. This is existing functionality.

11)	UE responds with an Attach Complete message (P-TMSI (re-)allocation if not already made in Attach Accept). The Attach Complete uses new TLLI. After this, the BSS releases the binding between TLLI=X and SGSN B.  

If the BSC finds no more SGSN to redirect to after receiving a BSSGP DL-UNITDATA message with the redirection indication flag set, it compares the cause code with cause codes from other BSSGP DL-UNITDATA messages it has earlier received for this UE. A cause code ranking is done and the "softest" cause code is chosen and the corresponding saved attach reject message is returned to the UE.

Each CN node that receives a BSSGP UL-UNITDATA, shall run its own authentication procedure. This may in some rare situations cause the UE to be authenticated more than once, however the trust-model used is that one CN operator shall not trust an authentication done by another CN operator. This will of course not be an optimal usage of radio resources, but given the rare occurrence of this, the increased signalling should not be of any significance.

During the redirect procedure the BSC keeps a timer, which corresponds to the UE timer of releasing the RR connection (20 seconds). If the BSC when receiving a BSSGP DL-UNITDATA message with the redirection indication flag set finds that there is not sufficient time for another redirect, further redirect attempts are stopped (for this attach request message). The UE will repeat its attach request four times (each time waiting 15 seconds before it re-establishes the RR connection for another try).



[bookmark: _Toc303093425]7.	Service Interaction with other network capabilities 

The provision of services and service capabilities in a network should not be restricted by the existence of network sharing. Therefore, all new features (or enhancements to existing features) should be specified to work in network sharing environments. If it is not possible to specify complete support for Network Sharing (i.e. PLMNs in a Shared Network has the same features/capabilities and the same operational situation as a stand alone PLMN) then such deviations have been decided to be documented in suitable Annex.

3GPP TS 23.251 v10.2.0 (2011-06) has incorporated service limitation with regard to CSG and hybrid cells. It has been identified that it is not possible to specify complete support for RAN sharing for Closed Subscriber Group (CSG) and hybrid cells (see TS 36.300 [10] and TS 25.467 [17]) in this release of the specifications. A CSG cell cannot broadcast the PLMN ID of each PLMN, and shall only broadcast one PLMN ID.

This service limitation is for UTRAN as well as GERAN. There is no additional limitation for GERAN sharing in this aspect.

[bookmark: _Toc303093426]8.	Standardization gap for GERAN network sharing



No standardization gap has been identified.

[bookmark: _Toc303093427]9.	Conclusion 



Based on the study of the relevant 3GPP specifications (Rel10) on the Network Sharing, following is concluded:

1. Network sharing is a way for operators to share the heavy deployment costs for mobile networks, especially in the roll-out phase. In the current mobile telephony marketplace, functionality that enables various forms of network sharing is becoming more and more important. 

2. These aspects have not really been addressed before Release 6 in 3GPP UTRAN based access networks, before Release 8 in 3GPP E-UTRAN based access networks and before Release 10 in 3GPP GERAN based access networks, although there has been functionality that supports a very basic type of network sharing since the Release 5 versions of the 3GPP specifications. The basic type of  network sharing mechanism provide a little benefit of the network sharing therefore it was felt necessary to evolve specifications for the network sharing of 3GPP based networks to avail maximum benefits.  

3. 3GPP Release 10 Specifications on GERAN Network Sharing makes the standardization work on the GSM/EDGE based network sharing complete. 

4. No standardization gap on the GERAN based Network Sharing specification of 3GPP has been identified. However, if some such gap is identified later, the same will be taken up by GISFI  for its appropriate incorporation in the prevailing 3GPP specifications for its immediate utilization in Indian networks.

Due to re-farming requirement of 900MHz GSM band for IMT or IMT-Advanced networks, further efficient methods to achieve GERAN Network Sharing based on MOCN are being standardized in 3GPP Release 11. The current change on which sizable understanding has been arrived during the relevant 3GPP TSG GERAN  WG2 #51 Goteborg Sweden (31st August-1st September 2011) meeting, is to incorporate additional mechanisms for “Supporting UEs” . 

[bookmark: _Toc248206167][bookmark: _Toc303093428]
Annex A (informative):
Network Resource Indicator (NRI) allocation examples

This annex contains examples for NRI co-ordination in shared networks.

[bookmark: _Toc257279161][bookmark: _Toc303093429][bookmark: _Ref523818949][bookmark: _Toc248206168]A.1	NRI in shared UTRAN/GERAN networks

The Network Resource Identifier (NRI) is specified in Rel-5 for Intra Domain Connection of RAN Nodes to Multiple CN nodes (see TS 23.236 [8]). NRI is part of the temporary identity TMSI (CS domain) or P-TMSI (PS domain), which is assigned by the serving CN node to the MS.

Within the shared network NRIs has to be coordinated between the operators at least due to following reasons:

-	to avoid redirection when the non-supporting UE performs LA/RA update.

-	to guarantee that correct UE answers to paging (TMSI/P-TMSI shall be unique within shared network).

-	to guarantee that a non-supporting UE in visited PLMN will not change network due LA/RA update or Detach/Attach function.

NRI coordination is also required between the shared network and the dedicated networks of the sharing partners:

-	to guarantee that non-supporting UE in visited PLMN remain registered in the same operators network when the UE moves from dedicated network to a shared network.

-	to avoid redirection when the non-supporting UE in home PLMN performs LA/RA update from dedicated network to a shared network.

In figure A.1 below operators A, B and C have both shared and dedicated networks, operator D has only dedicated network and operator E only shared network.





Figure A.1: Shared and Dedicated network example

In the above, one or more of the operators in the shared network may deploy Iu-Flex or A/Gb-Flex between that shared radio access network and their core networks. Additionally, operators may deploy Iu-Flex or A/Gb-Flex within their dedicated core networks. For non-supporting UEs, NRI coordination is needed not only within the shared network, but also between the shared network and the dedicated networks.

[bookmark: _Toc257279162][bookmark: _Toc303093430]A.2	Alternatives for NRI split in UTRAN and GERAN

Sharing operators need to coordinate the used NRI, following alternatives are considered:

1)	even split of NRI space, 1…3 most significant bits of NRI is used to identify the CN operator.

2)	individual NRI values used to identify the CN operator.

Alternative 1; even split of NRI space
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A calculation for the possible number of subscribers in this scenario is:

-	With max 4 sharing CN operators, two most significant bits of NRI is required to identify the CN operator.

-	3 bits are used for the restart counter.

-	5 bits of NRI allows 32 independent NRI values for each CN operator.

-	This leaves 20 bits for every MSC that is 1 M non-purged TMSI.

The following aspects need to be considered for this solution:

-	If more bits are needed for the restart counter or CN operator ID, each additional bit reduces the available TMSI space half.

-	The basic configuration allows 32 M TMSI values for each CN operator, a lot of TMSI values are wasted if some sharing partners have substantially less subscribers than others.

-	It may not be feasible in large networks that use Iu-Flex or A/Gb-Flex for load balancing (see Annex A, network configuration examples in TS 23.236 [8]).

-	The number of NRI bits used for CN operator ID may need to be fixed in the initial planning. Otherwise configuration of all existing nodes must be changed when new partners join the shared network.

Alternative 2; individual NRI values used to identify the CN operator

This could be considered in the case where a network is shared between one big and many small CN operators.
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-	The biggest CN operator who needs more pool areas and TMSI space takes NRI values 32…63, [1xxxxx], this means 32M TMSI values when 4 bit is used for restart counter.

-	Rest of shared NRI space is allocated to other CN operators in blocks of 4M TMSI values like NRI = 28 - 31 [0111xx], 24 - 27 [0110xx] …. 0 – 3 [000xx]. Initially gaps can be left between allocated NRI range that can be used for expansion.

Following aspects need to be considered for this solution:

-	If more bits are needed for the restart counter or NRI, each additional bit reduces the available TMSI space half.

-	The initial planning of NRI length should take into account the pool area configurations of all sharing operators.

TMSI per LA:

Taking the example configurations mentioned above but changing the TMSI allocation per LA would result in an increase of the addressing space, then the same TMSI value can be used multiple times in the same VLR. More considerations with this TMSI per LA approach can be found in TS 23.236 [8].
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