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1. Abstract
This document discusses the detailed mapping of Health care requirements of various interfaces present in GISFI IoT Lightweight architecture with other SDOs M2M/IoT/MTC architectures reference points. Section 2 describe the import Health care use requirement derived from GISFI IoT Health care usecase documents includes i. GISFI_IoT_201206226:Usecase Interface Requirements Technical Report, ii. GISFI_IoT_201203179:Internet of Things - mHealth Use Cases, iii. GISFI_IOT_201206222:Healthcare Service Delivery mechanism  based on Generic IOT Framework  and OneM2M health usecase document  oneM2M-TR-0001-UseCase: oneM2M Use cases collection.
2. IoT/M2M General requirements

2.1. GISFI IoT Health care requirements

There are different medical sensors devices like ECG, Oxymeter, Fat-analyzer, Blood-pressure etc. to generate data. They are mainly resource constrained devices. The medical sensor devices apply various syntax and semantics while exchanging the information. 

The medical gateway considered as mobile phone which communicates with these medical devices is mainly battery powered. Gateway aggregates the sensor data and publishes this information over the Internet, to the service platform. This gateway also supports the reverse message flow like controlling the medical sensor device by the application for setting a specific parameter remotely. The application supports real-time video conference over the service platform between the doctor and the patients for remote consultation.

 In general the sensor data contain sensitive data or private healthcare information of the patient. 

General requirements for the ‘IoT-Medical-system’ are stated below. 

1. Device discovery, registration, capability negotiation of the medical sensors

2. Interoperability w.r.t received sensor data format from the various medical devices obeying different medical device standards, even of the same category.

3. Support broadcasting to upgrade the medical devices, maintaining the resource optimization aspect.

4. Communication protocols for exchanging the healthcare information should use the power and bandwidth of the sensing device and mHelath-gateway/mobile phone in an optimized manner.

5. Application protocols should support event based notification mechanism/ alarm generation from the medical devices, supports both publish-subscribe and request-response.

6. Ensure reliability while transmitting critical life events.

7. Real time supports of the critical life events

8. Need a secure communication channel

9. Support handling of the priority messages in case of emergency services

10.  Requires user authentication

11.  Requires privacy preservation as per the user choice on their personal healthcare information. 

12.  Requires supporting multimedia streaming with good QoS.

The bold points are explicitly required for mHealth case.

2.2. OneM2M Health care requirements

1. The M2M system shall be capable of supporting gateway nodes that are capable of transporting sensor measurements to back end servers.

2. Whenever a healthcare sensor has measurement data available, it shall be possible for the sensor to send a request to the local healthcare gateway to transport new measurement data to the backend server.

3. The local healthcare gateway needs to be capable to buffer incoming requests from the healthcare sensor for transporting data to the backend server and support forwarding them at a later time – which could potentially be a very long time in the order of hours, days or even more – depending on cellular network availability, cellular network utilization policies, device constraints

4. The local healthcare gateway needs to be capable of accepting parameters with incoming requests from the healthcare sensor source which define a QoS policy for initiating the delivery of the sensor measurements or parameters for categorizing sensor measurements into different levels of priority/QoS.

5. The local healthcare gateway needs to be able to concurrently process multiple streams of data from different sources with awareness for the stream processing requirements for each of the streams. The local healthcare gateway needs to address the QoS policy of one or more concurrent streams while taking into account network constraints such as available link performance and network cost. The local healthcare gateway needs to adapt to dynamic variations in the available link performance or network communication cost or network availability to deliver one or more data streams concurrently

6. The local healthcare gateway needs to be capable of receiving policies which express cellular network utilization constraints and which shall govern the decision making in the gateway when initiating connectivity over cellular networks.

7. The local healthcare gateway needs to be capable to trigger connections to the cellular network in line with the parameters given by the request to transport data and in line with configured policies regarding utilization of the cellular network 

8. The M2M system shall be capable of supporting a mechanism to allow applications (residing on the local gateway, on the backend server or on the sensor itself) to subscribe to data of interest and get notifications on changes or availability of that data.

9. The M2M system needs to be able to allow access to data that is being transported or buffered only to authenticated and authorized applications

10. The M2M system shall support transport of data from the backend server to the cellular healthcare gateway.

11. The M2M system shall support of triggering a cellular connection to the local healthcare gateway in case the gateway supports such functionality.

12. Subscriber-specific filters can be set up at the healthcare service enterprise backend server so that each subscriber can be notified only when information/events relevant to the subscriber are available/occur.

13. The M2M system shall be able to support a wakeup trigger (aka "shoulder-tap") mechanism (such as using SMS or alternate mechanisms) to wake up the gateway. The gateway can subsequently establish a network connection and query the enterprise backend server for additional information, and the enterprise backend server may then respond with adequate information to enable further processing of its request.

14. When some of the components of M2M System are not available (e.g. WAN connection lost), the M2M System shall be able to support the normal operation of components of the M2M System that are available.

15. When some of the components of M2M System are not available (e.g. WAN connection lost), the M2M System shall be able to support the confidentiality and the integrity of data between authorized components of the M2M System that are available.

3. Existing Functional Entities: ATIS, ETSI, TIA, GISFI

This section provides a comparative analysis of existing ATIS M2M, ETSI M2M, TIA TR-50, and GISFI IoT, functional architectural entities. Table 1 provides a comparative matrix of the functional architectural entities supported by each architecture
Table 1 TIA, ATIS, ETSI, and GISFI M2M/IoT Functional Entity Comparative Matrix

	Functional Entity
	TIA TR-50
	ATIS
	ETSI M2M
	GISFI IoT

	M2M Service Capability hosted in the network domain
	Yes

Server Container
	Yes

Service Capabilities
	Yes

Network Service Capability Layer (NSCL)
	Yes

Service Capabilities

	M2M Service Capability hosted on an  intermediary node
	Yes

PoA Container
	No
	Yes

Gateway Service Capability Layer (GSCL)
	Yes

Through Gateways

	M2M Service Capability hosted on an M2M Device
	Yes

PoA Container
	No
	Yes

Device Service Capability Layer (DSCL)
	No

	Applications in the network domain
	Yes

home applications
	Yes

Applications
	Yes

Network Applications (NA)
	Yes

	Applications in the intermediary node
	Yes

Node Application
	No
	Yes

Gateway Application (GA)
	No

	Applications in the M2M Device
	Yes

PoA Application
	No
	Yes

Device Application (DA)
	No

	M2M Network
	Yes

Server
	Yes

Network Service Functions
	Yes

Network Domain
	Yes

	M2M  intermediary node
	Yes

PoA Device
	No


	Yes

M2M Gateway
	No

	M2M Device
	Yes

PoA Device
	Yes

Device
	Yes

Device with Service Capabilities (D)

Device without Service Capabilities (D')

Legacy non-ETSI Device (d)
	No
device to device interface is out of scope

	AAA Server
	Yes

AAA-SD
	No
	Yes

M2M Authentication Server (MAS), M2M Service Bootstrap function (MSBF)
	No


4. Mapping of reference point among TIA. ETSI, ATIS, GISFI
This section provides a comparative analysis of existing TIA TR-50, ETSI M2M, ATIS M2M and GISFI IoT, architectural reference points. Figure 1 shows the reference points from each source consolidated into a single functional architecture. Table 2 provides a comparative matrix of the reference points supported by each architecture.
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Figure 1: TIA, ATIS, ETSI, and GISFI M2M/IoT Reference Point Analysis
Table 2: TIA, ETSI, ATIS, and 3GPP Reference Point Analysis for M2M

	Reference Point/Interface Description
	Corresponding Reference Point

	
	TIA 
	ETSI
	ATIS
	3GPP
	GISFI

	M2M Device Application ↔ 
M2M Device Application
	B5
	
	
	
	I2

	M2M Gateway Application ↔ 
M2M Gateway Application
	B4
	
	
	
	

	M2M Device Application ↔ 
M2M Gateway Application
	B3
	
	
	
	

	M2M Device Application ↔ 
M2M Network Application
	B2
	
	
	
	

	M2M Gateway Application ↔ 
M2M Network Application
	B1
	
	
	
	

	M2M Device Application ↔ 
M2M Device
	B9
	
	
	
	

	M2M Gateway Application ↔ 
M2M Device
	B3'
	
	
	
	

	M2M Network Application ↔ 
M2M Device
	B2'
	
	*
	
	

	M2M Network Application ↔ 
Access/Core Network Provider
	
	
	
	Gi/Sgi
	

	M2M Device Application ↔ 
M2M Device Service Layer 
	
	dIa
	
	
	I1

	M2M Device Application ↔ 
M2M Gateway Service Layer 
	
	dIa
	
	
	I1


	M2M Gateway Application ↔ 
M2M Device Service Layer 
	B8
	
	
	
	

	M2M Gateway Application ↔ 
M2M Gateway Service Layer
	
	dIa
	
	
	I1

	M2M Network Application ↔ 
M2M Device Service Layer 
	B7
	
	
	
	

	M2M Network Application ↔ 
M2M Gateway Service Layer 
	B6
	
	
	
	

	M2M Network Application ↔ 
M2M Network Service Layer
	
	mIa
	ASP IF
	
	I3

	M2M Device Service Layer ↔ 
M2M Network Service Layer
	
	mId
	
	
	I2

	M2M Gateway Service Layer ↔ 
M2M Network Service Layer
	
	mId
	
	
	I2

	M2M Network Service Layer ↔ 
M2M Network Service Layer
	
	mIm
	
	
	

	M2M Network Service Layer ↔ 
M2M Device
	
	
	*
	
	

	M2M Network Service Layer ↔ Access/Core Network Provider
	
	
	MSP IF
	TSP
	

	M2M Device ↔ M2M Device 
	B5'
	
	
	
	

	M2M Device ↔ 
Access/Core Network Provider
	
	
	NW IF
	
	

	M2M Network Application ↔ 
AAA Server
	A1
	
	
	
	

	M2M Gateway Application ↔ 
AAA Server
	A2
	
	
	
	

	M2M Device Application ↔ 
AAA Server
	A3
	
	
	
	

	M2M Device ↔ 
AAA Server
	A3'
	
	
	
	

	M2M Network Service Layer ↔ 
AAA Server
	
	MAS/
MSBF
	
	
	


5. Conclusion
The present document offers an overview and summary of the most current standards activity related to M2M, with a goal of providing a common understanding of existing M2M Architectural approaches. The present document may be used to facilitate future normative work resulting in GISFI Technical Specifications
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